1. Which features display the ultimate use of AI/ML technology in WAF?

I. Anamoly Detection II. Bot Mitigation

III. Custom Rules iv. Both I & II

2. Which SSL certificate is issued by Prophaze when the customer doesn’t want to go with his own SSL certificate?

I. CAcert II. Buypass SSL

III. Let’s Encrypt IV. SSLTutor

3. Which feature is readily available in the Dashboard for Live Threat Notifications?

I. Hive II. Slack Webhook

III. Teams IV. Flock

4. While SAAS onboarding the WAF, what is the immediate requirement from the client?

I. SSL certificate II. Access to DNS Manager

III. Hosting cloud IV. IP Address of the Application Server

5. Which of the following is false about the Custom Rules feature?

I. Can’t block an entire country.

II. Enable Rate Limit for a particular IP address.

III. Custom Error Code.

IV. HTTP Method

6. Which of the following is not true about the WAF?

I. WAF behaves as a reverse proxy

II. It doesn’t mask the backend IP address.

III. It can be added to the existing Kubernetes cluster.

IV. It provides a free SSL certificate.

7. Which OSI layer is protected by the Prophaze WAF?

I. Layer 7 II. Layer 5

II. Layer 6 II. Layer 3 & Layer 7

8. Which of the following ensures reduced latency?

!. Global DNS and Load Balancing II. Content Delivery Network

III. Multi-Cloud Application IV. On-premise Application

9. Rules for which of the following threat lists are pre-configured in the WAF?

I. CVE II. OWASP

III. SANS IV. II & III

10. How many steps are included in the SAAS onboarding of the WAF?

I. 5 II. 7

II. 6 II. 4